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TAAS: what we need for its adoption

ISO 26262: Functional Safety
ISO 21448: Functional Safety Of Intended Functionality
SAE J3101, J3061: Cybersecurity and Safety

Scalable safe & secure architectures
Functional safety – iso 26262 2\textsuperscript{nd} edition

2\textsuperscript{nd} edition released in 2018

- HW random and systematic failures
- ASIL = Automotive Safety Integrity Level

Source: ISO 26262:2018 - Figure 1
Cybersecurity and functional safety

SAE J3101 - Requirements for Hardware-Protected Security for Ground Vehicle Applications
- Secure Boot.
- Secure Storage.
- Secure Execution Environment.
- OTA, authentication.

SAE J3061 - Cybersecurity Guidebook for Cyber-Physical Vehicle Systems
- Attacks enumeration.
- Threat analysis.
- Reduction of attacks surface.
- Security testing.
SOTIF - Safety Of The Intended Functionality

Those systems relying on complex sensors and processing algorithms for getting proper situational awareness can experiment hazardous behaviors due to the intended functionality or to performance limitations in the fault-free system/elements.

Examples:

- Inability of the function to comprehend correctly the situation and operate safely,
- Insufficient robustness to inputs variation of sensors or environment conditions.

• SOTIF is the absence of unreasonable risk due hazardous behaviors related to such limitations.

• SOTIF it’s currently the ISO PAS 21448.
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Known-Unknown Scenario categories

<table>
<thead>
<tr>
<th>Area</th>
<th>System behavior</th>
<th>Scenario class</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Nominal behavior of the system</td>
<td>Known safe scenarios</td>
</tr>
<tr>
<td>2</td>
<td>Known system limitations</td>
<td>Known unsafe scenarios</td>
</tr>
<tr>
<td>3</td>
<td>Unexpected behavior of the system</td>
<td>Unknown unsafe scenarios</td>
</tr>
<tr>
<td>4</td>
<td>Robust system</td>
<td>Unknown safe scenarios</td>
</tr>
</tbody>
</table>

Source: ISO/PAS 21448, 2019 §4
POSSIBLE SYSTEM behavior IN DIFFERENT CONDITIONS

<table>
<thead>
<tr>
<th>Case</th>
<th>Behavior</th>
<th>Condition</th>
</tr>
</thead>
<tbody>
<tr>
<td>TRUE POSITIVE</td>
<td>System activation as expected in a real critical condition</td>
<td>Presence of a real critical condition</td>
</tr>
<tr>
<td>FALSE POSITIVE</td>
<td>Unexpected system activation in non-critical condition (false alarm)</td>
<td>Absence of any real critical condition</td>
</tr>
<tr>
<td>TRUE NEGATIVE</td>
<td>System does not activate as expected since non critical condition</td>
<td>Absence of any real critical condition</td>
</tr>
<tr>
<td>FALSE NEGATIVE</td>
<td>System does not activate in a real critical condition</td>
<td>Presence of a real critical condition</td>
</tr>
</tbody>
</table>
# External/INTERNAL factors influencing sensors

<table>
<thead>
<tr>
<th>Sensor type</th>
<th>External factor</th>
<th>Effect on sensing</th>
</tr>
</thead>
<tbody>
<tr>
<td>Camera</td>
<td>Heavy rain</td>
<td>Distorted image</td>
</tr>
<tr>
<td>Camera</td>
<td>Sunny day</td>
<td>Blindness</td>
</tr>
<tr>
<td>Radar</td>
<td>Snow</td>
<td>Reduced range</td>
</tr>
<tr>
<td>Radar</td>
<td>RF interference</td>
<td>Degraded detection</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Sensor type</th>
<th>Internal factor</th>
<th>Effect on sensing</th>
</tr>
</thead>
<tbody>
<tr>
<td>Camera</td>
<td>Low resolution/MP</td>
<td>Reduced detection distance</td>
</tr>
<tr>
<td>Radar</td>
<td>Poor range/angular accuracy</td>
<td>Reduced discrimination</td>
</tr>
</tbody>
</table>
SOTIF measures for risk reduction

• On sensors, previous internal and external factors act as triggering events
• For SOTIF adequate risk reduction measures are required
  – Example:

<table>
<thead>
<tr>
<th>Sensor type</th>
<th>Triggering event</th>
<th>Risk reduction measure(s)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Camera</td>
<td>Heavy rain</td>
<td>Limit system performance in case of severe weather condition</td>
</tr>
<tr>
<td>Radar</td>
<td>Poor range/angular accuracy</td>
<td>- Select sensors with adequate discrimination capabilities OR</td>
</tr>
<tr>
<td></td>
<td></td>
<td>- Modify their architecture</td>
</tr>
</tbody>
</table>
FuSa architectures and trade-offs

System level safety based on Off The Shelf (OTS) components used as QM plus ASIL safety monitors

Diverse or homogenous combination of safety capable components

Single safety capable component plus fall back

Source: various, from the Web
FUSA Architecture trend

Source: various, from the Web